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Configure Yealink IP Phones for Asterisk

This document is going to show you how to configure a Yealink phone to work with Asterisk.

Note 1: The model we are using in this document is Yealink SIP-T28, and all the screen shots are based on its
firmware version 2.41.0.60. There might be some difference between different models or firmware versions.

1. Log in the web management

Press the OK key

IP address

Status

1. IP Address: 10.1.4.126 ]

2. MAC Address:  00:15:65:11:19:22

3. Firmware: 0.0.3.109
| 4. More... Log in the web
using admin/admin
Back

émmmﬁmmmgmﬂww 5=

£ | http:fi10.1.4. 126/ | [#2][x] [Live sear |[2]-

e

i‘:? e [(:' Connecking...

= . >
o - [k Page ~ {Cf Tools ~

The server 10.1.%,126 at Enterprise IP phone SIP-TZEP
requires a username and password.

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without & secure connection).

User name: | & admin - |

Password: | ----- | |

[Cremember my passward

Waiting for http:f/10.1.4.126/. .. [TTT] & Internet A%~
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Version Fiore
Firmware Version 2.41.0.60 };e;:?“l the version of
Hardware Version 1.0.0.1 e
Network
WAN Port Type AutoConfiguration Via DHCP mrskthe et
WAN IP Address 10.1.4.126 about WAN port and LAN
Subnet Mask 255.255.255.0 bats
MAC Addrass 00-15-65-11-30-68
Link Status Connected
PC IP Address 0.0.0.0
Device Type Bridge
DHCP Server Status{PC) Disabled
[——_<—_—..
[% € mtermnet F 0% -

2. Configure the account

(1) Select Account

Network

- Display Name
Basic >> SIP service subscribers
Storod name which will be used

Register Staty R
egister us 2 for Caller ID display.
Line Active E‘On | IF‘DFF

Label (3) Select it as on

Display Name g ] SUERentication. i

Register Name (areted

User Mame User account information,
provided by VoIP service

Password D provider.

SIP Server 192.168.1.199  ||P

Enable Outbound Proxy Server

Qutbound Proxy Server ’—‘ Porti 505w -

\‘nsport UDp v A Spedial parameter just

N ChECk N0t62 for Nortel server. If you
ckup Outhound Proxy Server \ Pnrt]SDﬁD \ login to Mortel server, the
\\__—,N_/ value should be:
NAT Traversa Disabled b

com.nortelnetworks.firewall
TUN Server

| port10000 Conlers
| Voice Mal

e codecs you

(B)Voicemail

Proxy Require

Anonymous Call Disabled i rdnced parameters
L . for administrator.
Anonymous Call Rejection Disabled L4

Codecs >>

Advanced >>
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Yealink — Asterisk corresponding table for account settings:

Yealink Asterisk
Register Name User Extension
User Name User Extension
Password secret
Voice Mail My Voicemail

After the above settings, Line 1 (Accountl) must be available to make calls.

Note 2: If the SIP server is behind a NAT, you should enable “NAT Traversal” as “STUN” and then specify a
STUN Server. For more details about STUN, please refer to http://www.voip-info.org/wiki/view/STUN. To know
about NAT, you could refer to http://www.voip-info.org/wiki/view/NAT+and+VOIP

3. Configure the DSS Key as BLF

(1) Select Phone

(2) Select DSS Key

Ring | Tones | Dial Flan | SMS

Preference | Features |' 'EXTKeyl Voice |

Memory Key >>

ki HOTE

Key Type

The free function key
'Types' Speed Dial, BLF,
Key Event, Intercom,

| Line 1 v||102

I N URL.
(3 Select BLF : \ \ Pickup code
' @) Select the ' \
DSS Key 5 | N/A right line [ \ \ | feature must be
8 supported by the sip
DSS Key 6 L
DSS Key 7 (5 Extension number
DSS Key 8 | N/A v ortcuts to
DSS Key 9 [N/A ~| | T T functions.
Int
DSS Key 10 I I | Eﬂam ‘Intercom’
mode and is useful in an
Line Key >> office environment as a

quick access to connect
to the operator or the
secretary.

URL
Cancel This key function allows

you to send HTTP
requests to a web
Server.

After the above settings, DSS Key1 is ready as BLF for Line 1 (Accountl), monitoring extension 102.
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4. Configure the DSS Key as Intercom

@ Select DSS Key (D Select Phone

Preference | Features | EXT Key | Voice | Ring | Tones | DialPlan | SMS

Memory Key =>

&3 NOTE

Key Type
The free function key

‘Types' Speed Dial, BLF,

DSS Key 1 | BLF | Line 1 M | [102 [{== Key Event, Intercom,
URL.

DSS5 Key 2 | KeyEvent VHCaI\ Park v|[Lne1 (70 Il |
BLF

0SS Key 3 [Intercom V] [[tne s, ¥][rso102 |y | The button can be
conﬁgured Busy Line

ion with

() Intercom code +
Extension number

Fey events are
predefined shortcuts to

phone and call
functions.
I— Enabi
DS5 Key 10 _ Enable the 'Intercom’

mode and is useful in an
5 office environment as 3
(sl 2 quick access to connect
to the operator or the
secretary.

URL
This key function allows

you to send HTTP
requests to a web
sarver.

After the above settings, DSS Key3 will work as an Intercom key with extension 102.

5. How to auto provision

1) Use DHCP Option 66 to update firmware massively via HTTP

In this way, there’s no need to configure at the phones.
@ Specify an address(TFTP) for Option 66 in your DHCP Server

8 ES option 66 =
T \

| Expreszion

| Build ..

TFTP Server address
in Option 66

oK Canecel | Adwanced »> |

@ Prepare a CFG file as below
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[ firmware ]
path = /tmp/download.cfg HTTP Server
server_type = http _ TFTP Server address

in Option 66

server_port = 80
http url = http://www.xxxx.com/AP/
firmware_name

Firmware name

(3 For T28, name the CFG file by y000000000000.cfg and put it to| TFTP server
For T26, name the CFG file by yO00000000004.cfg and put it to| TFTP server
For T22, name the CFG file by y0O00000000005.cfg and put it to| TFTP server,
For T20, name the CFG file by y0O00000000007.cfg and put it to|TFTP server
@ Put the to the|HTTP Serve

H: HFS = HITP File Serwver 2.3 beta
E Menu f;} Port: 30 @ \;ou are in Eazy mode @ Server iz currently OFF

@ Dperj’iﬁ braowser | | Fttp: / Aue, . comlaP I " Copy ta clipbaard

\:"ir@al File System [ Log
.I:\ llll
~[7 220.000m

IF addresz File Status

Out: 0.0 EBf= In: 0.0 EBf=

® Power on the phones and they will download and update the firmware via HTTP

2) Configure the phone for update check when powering on
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Custom Option
Custom Ootion Type

[ Jues~osy
String t

URL

|http 1w ooooe.com/ AP

Account

Password

Specified AES Key
Per-phone AES Key
PP config

]
L
L]
L
[Dsbles ___v]

Select Power on

Check Mew Config

Power on ~

Click here to Autoprovision Now

Export / Import Config

Export System Log

Confirm

Autoprovision

Import Export

Export

Cancel

Custom Option
The phone wil first use
the custom option if
present or use Option
66,43 if the custom
option is not present. If
the DHCP server sends
king, then the boot
§ss from URL
ded by ISP.

AES Key
It is provided by ISP.

Click here to
Autoprovision Now
Click this button to auto
provision immediately.

Export/Import
ConfigExport the
configuraion files to
backup the settings, and
could import all the
seftings after reset.

System Log

There have two methods
to restore the syslog,
syslog or local device.

The provisioning server must contain the CFG files. After the above settings, every time when
power on, the phone will download the CFG files from Attp.//www.xxxx.com/AP automatically.
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1. Default Basic Dial Code on Asterisk

Voice Mail (My Voicemail) *97
Pickup a call ol
Intercom *80

2. Use DHCP Option 66 to update firmware massively via FTP

In this way, there’s no need to configure at the phones.

@ Specify an address(TFTP) for Option

25 W5 option 66

66 in your DHCP Server

&3]

|7 Expression

—

| Build. ..

Cancel | Advanced 2 ‘

TFTP Server address
in Option 66

Prepare a CFG file as below

[ firmware ]
path = /tmp/download.cfg
server_type = ftp
server_ip =10.1.4.42
server_port =21
login_name = admin
login pswd = 123456

2.2.0.0.rom

firmware_name =

Firmware name

FTP Server

Login name &
password for FTP

v

(3 For T28, name the CFG file by y000000000000.cfg and put it to
For T26, name the CFG file by yO00000000004.cfg and put it to [TFTP server
For T22, name the CFG file by y0O00000000005.cfg and put it to
For T20, name the CFG file by y0O00000000007.cfg and put it to

@ Put the firmware to the FTP Server

TFTP server

TFTP server
TFTP server

® Power on the phones and they will download and update the firmware via FTP

3. Use DHCP Option 66 to update firmware massively via TFTP

In this way, there’s no need to configure

at the phones.

(O Specify an address(TFTP) for Option 66 in your DHCP Server
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&3 BS option 66 e[t3]

| Expression \

| Euild ..

TFTP Server
address in Option

0K Cancel | Bdvanced |

@ Prepare a CFG file as below

[ firmware ]
path = /tmp/download.cfg
server_type = tftp
server_ip =10.1.4.47
server_port = 69

firmware_name :|2.2.0.0.rom |
A

(3 For T28, name the CFG file by y000000000000.cfg and put it to) TFTP server|
For T26, name the CFG file by y0O00000000004.cfg and put it to| TFTP server
For T22, name the CFG file/by yO00000000005.cfg and put it to| TFTP server|
For T20, name the CFG file by y0O00000000007.cfg and put it to| TFTP server

@ Put the firmware to the|TFTP Server

® Power on the phones and they will download and update the firmware via TFTP

TFTP Server

Firmware name






